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The level of confidence that people have in their personal information being safeguarded has a direct bearing on the likelihood of their using your E-Government services.  In a recent Hart Teeter poll, 42% of the respondents said they were not confident in the privacy or security of government on-line services, and 33% said security should be the top priority for government websites.

* Understand the E-Government Act legal requirements for providing electronic services and for protecting privacy.
* Learn about the Federal Information Security Management Act and what Congress will be looking for in determining agency report cards.

* Meet agency practitioners who are successfully addressing management, technology and ethics issues through “best practices”.

* Learn the resources that are available to you for building privacy and security into your E-Government business plan and systems.

Speakers include:  

* Alan Paller, Director of Research, SANS Institute
* Bob Dix, Staff Director, Subcommittee on Technology, Information Policy, Intergovernmental Relations, and the Census of the 108th Congress
* Glenn Schlarman, Associate CIO for Cyber Security, Dept. of Energy

* Ramon Barquin, President, Barquin Associates, Inc. and Computer Ethics Institute

* Kamela White, Policy Analyst, OMB

* Ed Roback, Chief, Computer Security Division, NIST
* Brenton Greene, Deputy Manager, National Communications System, DHS
* Zaida Candelario, Senior Analyst, IRS 
* Mary Ronen, Privacy Specialist, IRS 
* Emily Andrew, Privacy Team Leader, USPS
* Moderator of the Day – Franklin S. Reeder, Chair, Information Security and Privacy Advisory Board, and Center for Internet Security

FOR MORE INFORMATION AND TO REGISTER:

Register today at www.digitalgovernment.com or call 202-624-1762.
$495 Government, with payment by credit card or check in advance
$695 Industry and Federal Contractors
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